
Crisis Communications 
& Your Library in the Social Media Era
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Expect ‘unintended consequences’

“An employee’s personal or private

use of social media may have

unintended consequences.”
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The Damage Control Playbook

Rule #1:  Tell the truth

Rule #2:  Tell it first

Rule #3:  Tell it all*

Rule #4:  Tell it fast

Rule #5:  Tell it to the people who matter most
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Social Media: The Outrage Machine
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Be Social – But Be Safe

• Be consistent with messaging

• Establish terms of use

• The slippery slope of comments

• Understand your organization’s social media guidelines

• Consider personal and professional pages

• Secure your accounts
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Private Page = Public Record

• Your personal page may be considered a public record.

• What is the content of the post?

• Is the post or discussion related to your library or job?

• Forward library-related comments from your personal pages 
to the library.
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Hijacked Social Media Accounts

Very real threat

in

today’s digital world.
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Prevent Your Accounts From Being Hijacked

• Use multifactor authentication.

• Have complex passwords for each account.

• Beware of social media quizzes.

• Avoid logging into the account from public Wi-Fi.



Copyright 2023 Hennes Communications   All Rights Reserved

Best Practices - Do

• Distinguish between accounts.

• Limit personal accounts to personal content.  If in doubt, leave 
it out.

• Use privacy settings.
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Best Practices – Don’t 

• Don’t write posts within scope of library business.

• Don’t discuss private accounts in public settings.

• Don’t link from any official public accounts.

• Don’t use public devices.
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Online Threat Assessment 

• Who began sharing the negative information online?

• Are more and more people seeing and sharing it as time 
goes on? 

• Has the mainstream media begun covering this situation?
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Determine the Influence of the Threat 

• Is the person/organization spreading the negative information a public 
figure or individual, or an entity that is well-known in the community?

• Does the person/organization have a substantial following across social 
media?

• Does the person/organization’s posts generate a lot of user interaction?

• Does the person/organization regularly engage with key 
people/organizations in your organization or community? 
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Best Practices When Responding

•Don’t get emotional.

• Try to move the conversation offline.

• Respond and correct misinformation. 
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Best Practices When Responding to an Online Threat 

• Document the incident: take screenshots. 

• If the crisis is playing out on social media, that’s where people 
are watching for your response. Use social media to address it. 
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Is It Over?

• Is social media discussion dwindling every day?

• Is online media coverage dwindling every day?

• Are your relationships with your affected stakeholder groups 
as strong or stronger than they were before this incident 
happened?
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Winning on Social Media: Approach

• Transparency

• Responsiveness

• Speed - Beware “confirmation bias”

• Words + Action

• Professional – and human
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Winning on Social Media: Action Steps

• Don’t let mistakes live on

• Don’t arm wrestle with trolls

• Pause before hitting “delete”

• Go offline to get back on track

• Know who’s running the site
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Interview Control Tool

Use key messages

•  Simple

•  Quotable

•  Jargon-free

•  Soundbite-length
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Interview Control Tool

Anticipate questions

•  Social media as question resource

•  Your history

•  Your website 
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Interview Control Tool

Brainstorm effective answers

•  Short

•  No speculation 

•  If you don’t know, you don’t know 
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Interview Control Tool

Pivot back to key messages

•“The important thing is…”

•“Let me repeat…”

•“What I CAN tell you is…”
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Interview Control Tool

Support message with examples and facts

•Anecdotes bring messages to life

•Facts make messages real 
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Control Tool Summary

MESSAGE

• QUESTIONS

• ANSWERS

• TRANSITION/PIVOT

• EXAMPLES
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What’s A Crisis Communications Plan?

Who says what 

to whom,

how

and when?
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Launching A Crisis Plan

The Vulnerability Audit

• Gather the leadership team

• Brainstorm potential crises

• How likely?

• How damaging?
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Essential Elements Of Crisis Plans

Messages – Built directly from the vulnerability audit

• Media statements

• Social media posts

• Establishment of Crisis Communication Team
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Essential Elements Of Crisis Plans

• Identification of key stakeholders/audiences

• Protocols and procedures for Crisis Team activation

• Social media instructions, passwords and guidelines

• Updated contact information



Copyright 2023 Hennes Communications   All Rights Reserved

Crisis Management & Crisis Communications

Hennes Communications
Crisis Management

Crisis Communications
Litigation Communications Support 

Media Training

Subscribe to Our Newsletter:
Crisis Management Today

For a gratis subscription, send your email address to 
hennes@crisiscommunications.com     

mailto:hennes@crisiscommunications.com
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